Опасность первая...
физиологическая...

Зрение и осанка - вот главные жертвы в организме ребенка, слишком много времени проводящего за компьютером.

Любой нормальный родитель знаком с нежелательным контентом: порнография, суициды, сцены насилия и жестокости...

Ребенок не должен попадать на эти ресурсы!

агрессором, а иногда и преступником. Необдуманный онлайн-шопинг. ДажЕ взрослому не всегда понятно, за что в компьютерных играх предлагают расплатиться игровой валютой, а за что - реальными деньгам. В результате могут быть потрачены значительные суммы.

* Расскажите о порнографии в интернете!
* Приучите его не выдавать личную информацию!
* Настаивайте, чтобы ребенок

не соглашался наличные встречи с друзьями по интернету.

* Приучите ребенка сообщать вам о любых угрозах или тревогах, связанных с интернетом.

Интернет таит в себе пять
главных угроз для детей и подростков,
увлеченных компьютером:

Опасность вторая...
психологическая...

Большое количество времени дети тратят на интернет-общение, предпочитая его общению в реальном мире. Если возникли трудности при живом общении, то это повод обратиться к психологу\* Компьютерная зависимость является не причиной, а следствием проблем.

возрастная...

Опасность третья...

Опасность четвертая...
поведенческая...

Кибербуллинг - коллективная

травля одного человека через интернет, каждый шестой конфликт в сети перерастает в конфликт реальный, где жертва сетевой травли сама становится

Опасность пятая...
коммуникативная...

Общение с незнакомцами в интернете может перерасти в реальное общение в жизни. Опасность в том, что собеседник может оказаться преступником.

Педофилы, похитители детей, торговцы наркотиками ... именно через социальны? сети и сайты знакомств они часто выискивают своих жертв.

ЧТОБЫ УБЕРЕЧЬ РЕБЕНКА
ОТ ОПАСНОСТЕЙ В ИНТЕРНЕТЕ, ПОМНИТЕ:

• Семья должна быть для ребенка источником позитивного воспитания и защитой

* Научите ребенка правилам безопасности в интернете!
* Наблюдайте за ребенком при работе за компьютером, покажите ему,

что вы беспокоитесь о его безопасности и всегда готовы оказать помощь!

* Блокируйте нежелательный контент в дополнение к стандартному «Родительскому контролю»!
* Напомните ему, что он

в безопасности, если сам рассказал вам о своих тревогах и опасениях!

* Объясните ребенку, что нельзя использовать сеть для хулиганства, распространения сплетен или угроз!